**2024 ISACA Singapore Cyber Leadership Award**

**Nomination Form**

|  |
| --- |
| Cybersecurity, governance, risk, and compliance teams play a vital role in Singapore, ensuring that organizations not only meet but also exceed regulatory requirements. They actively manage risks and achieve digital trust in today’s complex work environment.Now celebrating its third consecutive year, the ISACA Singapore Cyber Leadership Awards are dedicated to honoring outstanding individuals and companies that have demonstrated exceptional performance and influence in cybersecurity, governance, risk management, and regulatory compliance. The award recipients will be officially announced during ISACA Singapore GTACS 2024 conference.**Timeline*** Nomination ends: 30 April 2024 (6pm SGT)
* Shortlisting and screening: May 2024
* Judging (including 10 interview session): May - June 2024
* Award presentation ceremony: GTACS conference in Singapore | 16 July 2024’’

This completed form should be sent to industry@isaca.org.sg together with the following:1. Nomination Form
2. Latest CV / Resume including relevant achievement supporting document / certification etc.

Finally, please note that the decision of the judging panel is final |

**Nomination category**

|  |  |
| --- | --- |
| Individual Category | [ ] Singapore IT Audit Leader |
| [ ] Singapore IT Governance Leader |
| [ ] Singapore IT Risk Leader |
| [ ] Singapore Infosecurity Leader |
| Organization Categories | [ ] Innovative Cyber Security Program |
| [ ] Best Employer for Lifelong Cyber Learning |
| Young Professionals & Youth Categories | [ ] Cyber Security Young Leader |
| [ ] Singapore Youth Leader |

**Nominee Details**

|  |  |
| --- | --- |
| Name of Nominee (Organization): | [Please input] |
| ISACA Member ID: | [Please input] |
| Company Email Address: | [Please input] |
| Contact Number: | [Please input] |

**Nomination Portfolio**

|  |  |
| --- | --- |
| Impact and Achievements: | [Please input]* Nominees to detail specific contributions to cybersecurity governance, risk, and compliance. This could include innovative strategies implemented, risks mitigated, or standards set that benefited their organization or the wider community.
* Highlight any recognition the nominee has received within their organization or by the industry, highlighting their influence and leadership.
 |
| Professional and Academic Background | [Please input]Describe nominee's background to show how their education and professional journey have equipped them to excel in their current role. |
| Innovation and Vision | [Please input]Describe how the nominee has demonstrated innovation in cybersecurity practices, including adopting or advocating for new technologies, processes, or policies that have significantly improved security posture. |
| Personal Qualities and Leadership (Leadership / Mentor / Speaker / CSR / ESG etc) | [Please input] * Describe nominee's leadership qualities, such as how they mentor others, contribute to the cybersecurity community, or engage in continuous learning. Mention any roles they've taken on as speakers, panelists, or contributors to thought leadership in cybersecurity.
* Describe nominee's contributions beyond their organization, such as involvement in cybersecurity initiatives, public speaking at industry events, contributions to professional bodies, or volunteer work related to cybersecurity education and awareness.
 |
| ISACA Certification(s) | [Please input] |
| Non-ISACA Certification(s) | [Please input] |

**Seconder Details**

|  |  |
| --- | --- |
| Name of Seconder: | [Please input] |
| Secondary ISACA Member ID: | [Please input] |
| Secondary Company Email Address: | [Please input] |
| Secondary Contact Number: | [Please input] |